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 SALINA POLICE DEPARTMENT
Fraud and Identity Theft 

Reporting Form

Last First 

Middle

*State:

Street City State Zip 

Mailing Address:
☐ Check if same as physical Street City State Zip 

Alternate Phone: *Primary Phone:

*All Available Email Addresses:

*1.  Total amount of financial loss: $ ___________________________________________________________________

☐ Yes☐ No ☐ Partially: *2.  Have you been reimbursed for the amount listed in #1?

*3.   How did you become aware of the crime?

☐ Found fraudulent charges on my credit card bill.  Which one?   List name/type (VISA, Mastercard, etc.) of card,
account number, card number: _____________________________________________________________________

☐ Found fraudulent charges on my cellular phone bill.  Which one?   List your cellular phone number and service
provider (i.e. Verizon):

☐ Received bills for an account(s) I did not open.  Which one?   List the name of account(s) and account number(s):

☐

☐

Found irregularities on my credit report. *If checked, attach credit report.

Was contacted by a creditor demanding payment for something I did not buy.  Which one?   List the name of
creditor, phone number for creditor and the name of person with whom you spoke:

☐ Was contacted by a bank’s fraud department about charges.  Which one?    List the name of the bank, the account
number, the name of person you spoke to and that person’s phone number:

☐ Other:

*Your Name:

*Alias/Maiden Names

*Driver’s License #:
(or ID Card #)

*Date of Birth:

*Physical Address:

FIELDS WITH AN * ARE REQUIRED

REV 11042021

ATTENTION: Your case will  not be investigated unless/until you provide supporting documentation 
which may include, but not be limited to, copies of any forged checks; letters or notices from the agency 
and/or business notifying you of the fraudulent activity; affidavit(s) of forgery from your bank; account 
printout(s) from your bank with all the fraudulent activity highlighted that also lists the account 
number and the account holder's name(s); copy of your driver's license or ID card.

CASE #:    20 _  _  -  
Received by:
Personnel #:
ID Attached:

FOR OFFICIAL USE ONLY

$
*If 'Yes' or 'Partially', by whom?_______________________________

*Last 4 Digits of SSN#:

(if any): _______________________________________________________________________________

Havighom
Rectangle

Havighom
Line

Havighom
Rectangle

Havighom
Line

Havighom
Line

Havighom
Line

Havighom
Rectangle



2 

4. What date did you first become aware of the crime? (MM/DD/YYYY) 

5. When did the fraudulent activity begin?
(MM/DD/YYYY) 

*6a.

6b.

Street City State Zip 

*6d. To the best of your knowledge at this point, what identity crimes have been committed? Check all that apply.

☐ Passport/visa fraud.

☐ Opening new bank accounts in my name.

☐ Obtaining government benefits in my name.

☐ Obtaining employment in my name.

☐ Opening new credit card accounts in my name

☐ Unauthorized withdrawals from my bank accounts.

☐ Taking out unauthorized loans in my name.

☐ Check fraud.

☐ Opening utility and/or telephone accounts in my name.

☐ Unauthorized access to my securities or investment accounts.

☐ Making purchase(s) using my credit cards or credit card numbers without authorization

☐ Evading prosecution for crimes committed by using my name or committing new crimes under my name.

☐ Other: _______________________________________________________________________________________

*7a.

Last First Middle 

Phone: 

Suspect Information ☐ Check if suspect information is unknown

Do you have any information on a suspect in this identity/fraud crime case?  If yes, provide as much 

information as possible about the suspect, including the suspect’s full name, phone number, and address. 

Suspect’s Name: 

Date of birth: 

Address: 
Street City State Zip 

7b. Please list your relationship with the suspect and why you feel he/she committed the fraud you are reporting.

REV 11042021

Was the fraudulent activity made using your name? ☐ Yes     ☐ No     ☐  Unknown

If you answered 'no' to 6a, please list the full name, address, and other identifying information that the 
fraudulent activity was under?      ☐ Personal         ☐ Business 

Business name:  ___________________________________________________________________________

Name: ___________________________________________________________________________________
Last First  Middle

Address:  _________________________________________________________________________________

*6c. Are there any compromised email addresses, or any email addresses used to commit fraud?   ☐No    ☐Yes      
If 'Yes', list here:  ________________________________________________________________________________

______________________________________________________________________________________________
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8. Please list any government documents fraudulently obtained in your name (driver’s license, SSN etc.)

9. Have you contacted the following organizations and requested a “Fraud Alert” be put on your account?

☐ *Your bank/credit union(s):

Branch location Phone Number Contact Person Account Number 

☐ Equifax 1.888.766.0008 What date? 

☐ TransUnion 1.800.680.7289 What date? 

☐ Experian 1.888.397.3742 What date? 

☐ Social Security Administration

☐ Other:

10. Have you been the victim of any other crime that could be related, (i.e., theft or loss of wallet, vehicle burglary) ?
If yes, list location, police department report taken by, and case number.

*11.      List ALL fraudulent activity that you are aware of to date.  Include locations and addresses of where
fraudulent applications or purchases were made.  Please be concise and explain ALL the facts, as if you are
speaking to an officer.  You may attach a separate (8 ½ x 11) sheet of paper if you need more space.

*12.    Provide the following information for each account that you are reporting had fraudulent/theft activity.

Creditor Name (Kohl’s, Chase etc.) Card Type (Visa/Master Card etc.) Card/Account Number Date/Time

* More space provided for additional entries on next page.

REV 11042021



4 

*By filing this complaint, I understand that:

☐ A person who knowingly provides false information to a law enforcement officer commits the crime of
Interference with Law Enforcement pursuant to K.S.A. 21-5904.

I certify under penalty of perjury under the laws of the State of Kansas that the foregoing is true and correct.

* Your Signature * Date Signed

*MANDATORY NON-DISCLOSURE*

Return this completed form and any supporting documentation, 
in person, to the Salina Police Department.

*You will be required to provide a valid picture ID.
Monday – Friday 8:00 AM to 5:00 PM (except holidays)

255 N. 10th St, Salina, KS 67401

Please note, due to the nature of the crime being reported, faxed/emailed forms will not be accepted.

INTERNET CRIMES: Please report internet crimes to the Internet Crime Complaint Center at www.ic3.gov. This 
is a partnership between the Federal Bureau of Investigation (FBI), the National White Collar Crime Center 
(NW3C), and the Bureau of Justice Assistance (BJA). 

SOCIAL SECURITY CRIMES: Please also report crimes involving your social security number/card to the 
Federal Trade Commission (FTC) at 1-877-ID-THEFT or 1-877-438-4338 

Creditor Name (Kohl’s, Chase etc.) Card Type (Visa/Master Card etc.) Card/Account Number Date/Time

REV 11042021



WHERE TO GO FOR MORE INFORMATION 
Federal Trade Commission
Accepts Complaints from ID Theft Victims 
Phone: (877) ID-THEFT (877-438-4338) 
Website: http://www.consumer.gov/idtheft 

State of Kansas Attorney General’s Office 
Posts information on its website 
Website: https://ag.ks.gov/

US Postal Service
To report theft of mail or fraudulent change of address form use 
Phone: (877) 876-2455 

Website: http://www.usps.com/postalinspectors 

Social Security Administration
P.O. Box 17768 
Baltimore, MD  21235 
Fraud Hotline: (800) 269-0271 (1:00pm to 7:00pm PST) 
Fax: (410) 597-0118 
E-mail: http://oig.ssa.gov/report-fraud-waste-or-abuse

Credit Reporting Agencies
It is important to include your social security number and current address when writing to the following 
credit bureaus: 

Equifax EXPERIAN
P.O. Box 200 

Allen, TX  75013 

Order Credit Report: 
1-888-EXPERIAN

Report Fraud:

1-888-EXPERIAN

Website: 
http://www.experian.com 

TRANSUNION
P.O. Box 

Chester, PA  19022 

Order Credit Report: 
1-800-888-4213

Report Fraud

1-800-680-7289

Website: 
http://www.transunion.com 

EQUIFAX
P.O. Box 74024 

Atlanta, GA  30374 

Order Credit Report: 
1-800-685-1111

Report Fraud:
1-800-525-6285

Website:
http://www.equifax.com 
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